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For this reason, I urge my colleagues 

to support H.R. 5681, and I yield back 
the balance of my time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentlewoman from Florida (Mrs. 
DEMINGS) that the House suspend the 
rules and pass the bill, H.R. 5681. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mrs. GREENE of Georgia. Madam 
Speaker, on that I demand the yeas 
and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

Pursuant to clause 8 of rule XX, fur-
ther proceedings on this motion are 
postponed. 

f 

NATIONAL CYBERSECURITY PRE-
PAREDNESS CONSORTIUM ACT 
OF 2021 

Mrs. DEMINGS. Madam Speaker, I 
move to suspend the rules and pass the 
bill (S. 658) to authorize the Secretary 
of Homeland Security to work with cy-
bersecurity consortia for training, and 
for other purposes, as amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

S. 658 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘National Cy-
bersecurity Preparedness Consortium Act of 
2021’’. 
SEC. 2. NATIONAL CYBERSECURITY PREPARED-

NESS CONSORTIUM. 
(a) IN GENERAL.—The Secretary may work 

with one or more consortia to support efforts 
to address cybersecurity risks and incidents. 

(b) ASSISTANCE TO DHS.—The Secretary 
may work with one or more consortia to 
carry out the Secretary’s responsibility pur-
suant to section 2202(e)(1)(P) of the Home-
land Security Act of 2002 (6 U.S.C. 
652(e)(1)(P)) to— 

(1) provide training and education to State, 
Tribal, and local first responders and offi-
cials specifically for preparing for and re-
sponding to cybersecurity risks and inci-
dents, in accordance with applicable law; 

(2) develop and update a curriculum uti-
lizing existing training and educational pro-
grams and models in accordance with section 
2209 of the Homeland Security Act of 2002 (6 
U.S.C. 659), for State, Tribal, and local first 
responders and officials, related to cyberse-
curity risks and incidents; 

(3) provide technical assistance services, 
training, and educational programs to build 
and sustain capabilities in support of pre-
paredness for and response to cybersecurity 
risks and incidents, including threats of acts 
of terrorism, in accordance with such section 
2209; 

(4) conduct cross-sector cybersecurity 
training, education, and simulation exercises 
for entities, including State and local gov-
ernments and Tribal organizations, critical 
infrastructure owners and operators, and pri-
vate industry, to encourage community-wide 
coordination in defending against and re-
sponding to cybersecurity risks and inci-
dents, in accordance with section 2210(c) of 
the Homeland Security Act of 2002 (6 U.S.C. 
660(c)); 

(5) help States, Tribal organizations, and 
communities develop cybersecurity informa-
tion sharing programs, in accordance with 
section 2209 of the Homeland Security Act of 
2002 (6 U.S.C. 659), for the dissemination of 
homeland security information related to 
cybersecurity risks and incidents; 

(6) help incorporate cybersecurity risk and 
incident prevention and response into exist-
ing State, Tribal, and local emergency plans, 
including continuity of operations plans; and 

(7) assist State governments and Tribal or-
ganizations in developing cybersecurity 
plans. 

(c) CONSIDERATIONS REGARDING SELECTION 
OF A CONSORTIUM.—In selecting a consortium 
with which to work under this Act, the Sec-
retary shall take into consideration the fol-
lowing: 

(1) Prior experience conducting cybersecu-
rity training, education, and exercises for 
State and local entities. 

(2) Geographic diversity of the members of 
any such consortium so as to maximize cov-
erage of the different regions of the United 
States. 

(3) The participation in such consortium of 
one or more historically Black colleges and 
universities, Hispanic-serving institutions, 
Tribal Colleges and Universities, other mi-
nority-serving institutions, and community 
colleges that participate in the National 
Centers of Excellence in Cybersecurity pro-
gram, as carried out by the Department of 
Homeland Security. 

(d) METRICS.—If the Secretary works with 
a consortium under subsection (a), the Sec-
retary shall measure the effectiveness of the 
activities undertaken by the consortium 
under this Act. 

(e) OUTREACH.—The Secretary shall con-
duct outreach to universities and colleges, 
including, in particular, outreach to histori-
cally Black colleges and universities, His-
panic-serving institutions, Tribal Colleges 
and Universities, other minority-serving in-
stitutions, and community colleges, regard-
ing opportunities to support efforts to ad-
dress cybersecurity risks and incidents, by 
working with the Secretary under subsection 
(a). 

(f) RULE OF CONSTRUCTION.—Nothing in this 
section may be construed to authorize a con-
sortium to control or direct any law enforce-
ment agency in the exercise of the duties of 
the law enforcement agency. 

(g) DEFINITIONS.—In this section— 
(1) the term ‘‘community college’’ has the 

meaning given the term ‘‘junior or commu-
nity college’’ in section 312 of the Higher 
Education Act of 1965 (20 U.S.C. 1058); 

(2) the term ‘‘consortium’’ means a group 
primarily composed of nonprofit entities, in-
cluding academic institutions, that develop, 
update, and deliver cybersecurity training 
and education in support of homeland secu-
rity; 

(3) the terms ‘‘cybersecurity risk’’ and ‘‘in-
cident’’ have the meanings given those terms 
in section 2209(a) of the Homeland Security 
Act of 2002 (6 U.S.C. 659(a)); 

(4) the term ‘‘Department’’ means the De-
partment of Homeland Security; 

(5) the term ‘‘Hispanic-serving institution’’ 
has the meaning given the term in section 
502 of the Higher Education Act of 1965 (20 
U.S.C. 1101a); 

(6) the term ‘‘historically Black college 
and university’’ has the meaning given the 
term ‘‘part B institution’’ in section 322 of 
the Higher Education Act of 1965 (20 U.S.C. 
1061); 

(7) the term ‘‘minority-serving institu-
tion’’ means an institution of higher edu-
cation described in section 371(a) of the High-
er Education Act of 1965 (20 U.S.C. 1067q(a)); 

(8) the term ‘‘Secretary’’ means the Sec-
retary of Homeland Security; 

(9) The term ‘‘State’’ means any State of 
the United States, the District of Columbia, 
the Commonwealth of Puerto Rico, the 
United States Virgin Islands, Guam, Amer-
ican Samoa, the Commonwealth of the 
Northern Mariana Islands, and any posses-
sion of the United States; 

(10) the term ‘‘Tribal Colleges and Univer-
sities’’ has the meaning given the term in 
section 316 of the Higher Education Act of 
1965 (20 U.S.C. 1059c); and 

(11) the term ‘‘Tribal organization’’ has the 
meaning given the term in section 4(e) of the 
Indian Self-Determination and Education 
Assistance Act (25 U.S.C. 5304(e)). 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentlewoman from 
Florida (Mrs. DEMINGS) and the gen-
tleman from New York (Mr. KATKO) 
each will control 20 minutes. 

The Chair recognizes the gentle-
woman from Florida. 

GENERAL LEAVE 
Mrs. DEMINGS. Madam Speaker, I 

ask unanimous consent that all Mem-
bers may have 5 legislative days in 
which to revise and extend their re-
marks and include extraneous material 
on this measure. 

The SPEAKER pro tempore. Is there 
objection to the request of the gentle-
woman from Florida? 

There was no objection. 
Mrs. DEMINGS. Madam Speaker, I 

yield myself such time as I may con-
sume. 

Madam Speaker, now more than ever 
it is critical that State and local gov-
ernments, along with the private sec-
tor, prioritize their cybersecurity pre-
paredness. The threat of cyberattacks 
continues to grow, and with the ongo-
ing Russian invasion of Ukraine, we 
are reminded yet again of the impor-
tance of stronger cybersecurity. 

Since 2004, DHS has partnered with 
the National Cybersecurity Prepared-
ness Consortium, a group of univer-
sities that conduct research and train-
ing to help entities better prepare for 
cyber risks. This legislation will au-
thorize the consortium to help 
strengthen our Nation’s cybersecurity 
preparedness. 

More specifically, S. 658 authorizes 
DHS to partner with a consortium of 
nonprofit entities to provide training 
to first responders, develop curricu-
lums for training programs, conduct 
cross-sector exercises to defend and re-
spond to cyber threats, and help incor-
porate cyber risk into State and local 
emergency plans. 

Last year, Congress provided $1 bil-
lion in new grants to State and local 
governments to strengthen their cyber-
security. Ensuring they have access to 
advice and support to develop their cy-
bersecurity preparedness plans is an 
additional step we can take to enhance 
our Nation’s cybersecurity. 

Additionally, Chairman THOMPSON 
offered an amendment during the com-
mittee markup that strengthened the 
bill by ensuring that DHS can partner 
with more than one consortium; adding 
the inclusion of HBCUs, MSIs, and 
community colleges as a factor in the 
selection of a consortium; and pro-
moting greater geographic diversity 
among participating institutions. 
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All communities across the Nation 

need to prioritize cybersecurity pre-
paredness. These changes should ensure 
that DHS partners with a diverse range 
of institutions to better assist the 
many different types of State and local 
governments that would benefit from 
enhanced cybersecurity preparedness. 

I thank Senators Cornyn and Leahy 
for their leadership in authorizing this 
legislation and for working with the 
Homeland Security Committee to 
make improvements to this bill. 

Madam Speaker, I urge my House 
colleagues to support this legislation, 
and I reserve the balance of my time. 

Mr. KATKO. Madam Speaker, I yield 
myself such time as I may consume. 

I rise today in support of S. 658, the 
National Cybersecurity Preparedness 
Consortium Act. This bill authorizes 
the Department of Homeland Security 
to work with the National Cybersecu-
rity Preparedness Consortium to help 
prepare for and respond to cybersecu-
rity risks at the national, State, and 
local levels. 

I applaud Senator CORNYN for his 
steadfast dedication to this most im-
portant piece of legislation. Now more 
than ever, our State and local commu-
nities must be prepared to prevent, de-
tect, and mitigate cyber threats. Un-
fortunately, many of us have had con-
stituent businesses, schools, and hos-
pitals, among others, that have been 
impacted by persistent and evolving 
cyber threats. 

This legislation will help provide 
training, exercises, technical assist-
ance, and other important resources to 
State and local governments, critical 
infrastructure, and industry partners. 

I thank Senator CORNYN for his work 
on this important bill. I urge Members 
to join me in supporting S. 658, and I 
yield back the balance of my time. 

Mrs. DEMINGS. Madam Speaker, I 
yield myself the balance of my time. 

Madam Speaker, the best time to 
prioritize cybersecurity is before you 
experience a cyber incident. Cybersecu-
rity preparedness is essential, yet most 
State and local governments do not 
have the experience, expertise, or re-
sources to do it alone. They need a 
Federal partner. 

Enactment of S. 658 delivers on that 
partnership through a network of con-
sortiums across the country. 

Madam Speaker, I urge my col-
leagues to support S. 658, as amended, 
and I yield back the balance of my 
time. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentlewoman from Florida (Mrs. 
DEMINGS) that the House suspend the 
rules and pass the bill, S. 658, as 
amended. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mrs. GREENE of Georgia. Madam 
Speaker, on that I demand the yeas 
and nays. 

The SPEAKER pro tempore. Pursu-
ant to section 3(s) of House Resolution 
8, the yeas and nays are ordered. 

Pursuant to clause 8 of rule XX, fur-
ther proceedings on this motion are 
postponed. 

f 

RECESS 

The SPEAKER pro tempore. Pursu-
ant to clause 12(a) of rule I, the Chair 
declares the House in recess until ap-
proximately 6:30 p.m. today. 

Accordingly (at 4 o’clock and 29 min-
utes p.m.), the House stood in recess. 

f 

b 1830 

AFTER RECESS 

The recess having expired, the House 
was called to order by the Speaker pro 
tempore (Ms. SCHRIER) at 6 o’clock and 
30 minutes p.m. 

f 

DHS BASIC TRAINING ACCREDITA-
TION IMPROVEMENT ACT OF 2021 

The SPEAKER pro tempore. Pursu-
ant to clause 8 of rule XX, the unfin-
ished business is the vote on the mo-
tion to suspend the rules and pass the 
bill (H.R. 5616) to require reporting re-
garding accreditation of basic training 
programs of the Department of Home-
land Security, and for other purposes, 
as amended, on which the yeas and 
nays were ordered. 

The Clerk read the title of the bill. 
The SPEAKER pro tempore. The 

question is on the motion offered by 
the gentlewoman from Florida (Mrs. 
DEMINGS) that the House suspend the 
rules and pass the bill, as amended. 

The vote was taken by electronic de-
vice, and there were—yeas 390, nays 33, 
not voting 9, as follows: 

[Roll No. 58] 

YEAS—390 

Adams 
Aderholt 
Aguilar 
Allen 
Allred 
Amodei 
Armstrong 
Arrington 
Auchincloss 
Axne 
Bacon 
Baird 
Balderson 
Banks 
Barr 
Barragán 
Bass 
Beatty 
Bentz 
Bera 
Bergman 
Beyer 
Bice (OK) 
Bilirakis 
Bishop (GA) 
Blumenauer 
Blunt Rochester 
Bonamici 
Bourdeaux 
Bowman 
Boyle, Brendan 

F. 
Brady 
Brooks 
Brown (MD) 
Brown (OH) 
Brownley 
Buchanan 
Buck 

Bucshon 
Budd 
Burgess 
Bush 
Bustos 
Butterfield 
Calvert 
Carbajal 
Cárdenas 
Carey 
Carl 
Carson 
Carter (GA) 
Carter (LA) 
Carter (TX) 
Cartwright 
Case 
Casten 
Castor (FL) 
Castro (TX) 
Chabot 
Cherfilus- 

McCormick 
Chu 
Cicilline 
Clark (MA) 
Clarke (NY) 
Cleaver 
Clyburn 
Clyde 
Cohen 
Cole 
Comer 
Connolly 
Cooper 
Correa 
Costa 
Courtney 
Craig 

Crawford 
Crenshaw 
Crist 
Crow 
Cuellar 
Curtis 
Davids (KS) 
Davis, Danny K. 
Davis, Rodney 
Dean 
DeFazio 
DeGette 
DeLauro 
DelBene 
Delgado 
Demings 
DeSaulnier 
DesJarlais 
Deutch 
Diaz-Balart 
Dingell 
Doggett 
Doyle, Michael 

F. 
Dunn 
Ellzey 
Emmer 
Escobar 
Eshoo 
Espaillat 
Estes 
Evans 
Feenstra 
Ferguson 
Fischbach 
Fitzgerald 
Fitzpatrick 
Fleischmann 
Fletcher 

Fortenberry 
Foster 
Foxx 
Frankel, Lois 
Franklin, C. 

Scott 
Fulcher 
Gallagher 
Gallego 
Garamendi 
Garbarino 
Garcia (CA) 
Garcı́a (IL) 
Garcia (TX) 
Gibbs 
Gimenez 
Golden 
Gomez 
Gonzales, Tony 
Gonzalez (OH) 
Gonzalez, 

Vicente 
Gottheimer 
Granger 
Graves (LA) 
Graves (MO) 
Green (TN) 
Green, Al (TX) 
Griffith 
Grijalva 
Guest 
Guthrie 
Harder (CA) 
Harshbarger 
Hartzler 
Hayes 
Herrell 
Herrera Beutler 
Higgins (NY) 
Hill 
Himes 
Hinson 
Hollingsworth 
Horsford 
Houlahan 
Hoyer 
Hudson 
Huffman 
Huizenga 
Jackson Lee 
Jacobs (CA) 
Jacobs (NY) 
Jayapal 
Jeffries 
Johnson (GA) 
Johnson (LA) 
Johnson (OH) 
Johnson (SD) 
Johnson (TX) 
Jones 
Joyce (OH) 
Joyce (PA) 
Kahele 
Kaptur 
Katko 
Keating 
Keller 
Kelly (IL) 
Kelly (MS) 
Kelly (PA) 
Khanna 
Kildee 
Kilmer 
Kim (CA) 
Kim (NJ) 
Kind 
Kirkpatrick 
Krishnamoorthi 
Kuster 
Kustoff 
LaHood 
LaMalfa 
Lamb 
Lamborn 
Langevin 
Larsen (WA) 
Larson (CT) 
Latta 
LaTurner 
Lawrence 
Lawson (FL) 
Lee (CA) 
Lee (NV) 
Leger Fernandez 

Lesko 
Letlow 
Levin (CA) 
Levin (MI) 
Lieu 
Lofgren 
Long 
Loudermilk 
Lowenthal 
Lucas 
Luetkemeyer 
Luria 
Lynch 
Mace 
Malinowski 
Malliotakis 
Maloney, 

Carolyn B. 
Maloney, Sean 
Mann 
Manning 
Mast 
Matsui 
McBath 
McCarthy 
McCaul 
McClain 
McCollum 
McEachin 
McGovern 
McHenry 
McKinley 
McNerney 
Meeks 
Meijer 
Meng 
Meuser 
Mfume 
Miller (WV) 
Miller-Meeks 
Moolenaar 
Mooney 
Moore (AL) 
Moore (UT) 
Moore (WI) 
Morelle 
Mrvan 
Mullin 
Murphy (NC) 
Nadler 
Napolitano 
Neal 
Neguse 
Newhouse 
Newman 
Norcross 
O’Halleran 
Obernolte 
Ocasio-Cortez 
Omar 
Owens 
Pallone 
Palmer 
Panetta 
Pappas 
Pascrell 
Payne 
Pence 
Perlmutter 
Peters 
Pfluger 
Phillips 
Pingree 
Pocan 
Porter 
Posey 
Pressley 
Price (NC) 
Quigley 
Raskin 
Reed 
Reschenthaler 
Rice (NY) 
Rice (SC) 
Rodgers (WA) 
Rogers (AL) 
Rogers (KY) 
Rose 
Rosendale 
Ross 
Rouzer 
Roybal-Allard 
Ruiz 
Ruppersberger 

Rush 
Rutherford 
Ryan 
Salazar 
Sánchez 
Sarbanes 
Scalise 
Scanlon 
Schakowsky 
Schiff 
Schneider 
Schrader 
Schrier 
Schweikert 
Scott (VA) 
Scott, Austin 
Scott, David 
Sessions 
Sewell 
Sherman 
Sherrill 
Simpson 
Sires 
Slotkin 
Smith (MO) 
Smith (NE) 
Smith (NJ) 
Smith (WA) 
Smucker 
Soto 
Spanberger 
Spartz 
Speier 
Stansbury 
Stanton 
Stauber 
Steel 
Stefanik 
Steil 
Steube 
Stevens 
Stewart 
Strickland 
Suozzi 
Swalwell 
Takano 
Tenney 
Thompson (CA) 
Thompson (MS) 
Thompson (PA) 
Tiffany 
Timmons 
Titus 
Tlaib 
Tonko 
Torres (CA) 
Torres (NY) 
Trahan 
Trone 
Turner 
Underwood 
Upton 
Valadao 
Van Drew 
Van Duyne 
Vargas 
Veasey 
Vela 
Velázquez 
Wagner 
Walberg 
Walorski 
Waltz 
Wasserman 

Schultz 
Waters 
Watson Coleman 
Webster (FL) 
Welch 
Wenstrup 
Westerman 
Wexton 
Wild 
Williams (GA) 
Williams (TX) 
Wilson (FL) 
Wilson (SC) 
Wittman 
Womack 
Yarmuth 
Young 
Zeldin 

NAYS—33 

Babin 
Biggs 
Bishop (NC) 

Boebert 
Burchett 
Cammack 

Cawthorn 
Cline 
Cloud 
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